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INTRODUCTION

Elmes CB32 programmable, wireless alarm controlep# designed for use in anti-
burglary, anti-robbery, intrusion detection and esmsc control installations in houses,
flats, shops, offices, etc. It operates with anm&d Electronic made wireless detectors,
transmitter RP501, key-fob transmitters and anyetypred detectors. Its three 1A
current fused alarm signaling outputs are intenfiedconnecting external signaling
devices such as sirens, bells or strobes and alatification devices as phone dialer.
The panel features a real-time clock, non-editabémory log of last 256 events and
may also be programmed to automatically send SMB8ramessages when connected
to an external GSMnodule orphone. The backlit LCD displays appropriate status
information while numeric keypad allows convenigandling and programming of the
control panel. In the event of AC power failureesial software procedures allow
minimizing energy consumption and 72-hour panebmomy with just two internal
1800mAh AA type rechargeable batteries. The pamgbsrts up to 16 system users and
enables monitoring of up to 32 wireless and twapaatric wired detectors identified as
alarm zones. Each user and zone can have anyefsgedi16 characters name.

The CB32 control panel also supports wireless deteén wired alarm systems. It may
be powered from the power supply line of the wisggtem, and its three signaling
outputs can be connected to the alarm detectiomrnats of a wired control panel.

WARNING! This wireless control panel has been designebet@ffective as much
as possible. However, there are circumstancesatam system may fail to operate
as expected for variety of reasons. Users and liestaare warned that radio
signals from wireless detectors and sensors mayaaath the CB32 panel receive
under all circumstances. Metal objects placed adiagaransmission path, deliberat
jamming or other radio signal interference can sesly reduce operating range.

=
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General features of ElImes CB32 control panel:

- microprocessor architecture, alphanumeric batkb display and real-time clock,

- 32 wireless and two wired parametric alarm zomiéis user defined names,

- identification of 16 users including 4 administna with defining their names,

- arming and disarming of the panel by enteringsspord (3 to 6 digits security code)
on the keypad or with the use of remote contraidnaitter,

- wide range of alarm zone types for specializeghpses,

- functional modes of partial arming of the confahel (day, night modes),

- panic and robbery alarm function (call for hedg}ivated by remote control,

- interface to GSM phone or module for monitorimgl @larm SMS/CLIP notification,

- memory of the last 256 events, such as armirggyrdiing, alarms and power failures,

- acoustic signaling (beeps) of entry in a “chiyget’ zone,

- entry delay activated either with remote contmoby entering of the delayed zone,

- programmable “entry” and “exit” delay times irethange from 0 to 99 seconds,

- operation with EImes WSS wireless external s&estrobe,

- wireless detector and external wireless siresgaree monitoring,
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- three wired alarm outputs with 1A fused overload protectiord amser defined
signaling purpose (e.g. alarm, AC power failurgnaling or system arming), and
programmable alarming time (0-999s),

- tamper sabotage protection for external signaliegice wired to OUT1,

- radio jamming sabotage protection notified asmalen zone 30,

- parametric (1 kOhm) input for TAMPER sabotagetgction of external devices,

- RF monitor of signals received from detectors mmeirferences in the radio band,

- 92dB internal acoustic signaling device builtimder the keypad,

- mainspowering by external unregulated power pack with58DC/150mA (panel
alone) or 300mA (panel with GSM phone or moduleimum current output,

- up to 72 hours autonomy operation with two inelddAA size NiMH type
rechargeable batteries (1800-2500mAh) on AC powpply failure,

- two front paneLED diodesfor alarms, failures and arming indication & wangi

KEYPAD USE AND ARMING METHODS

Daily handling of the alarm system with the CB3airol panel involves arming and
disarming of the system and checking possibly agid alarm states. The control panel
is operated with the use of keypad buttons desttiebow:

1,3,5,7,8,9,0 - Aumeric only buttons

2A,44,60,8Y --numeric and menu selection cursor butfons
C - -cancel and menu exit button,

OK - - selection acceptance & confirmation button

Current status of the system — date/time, armindeaf the control panel are displayed
on the LCD while failure, alarm and arming inforinatare indicated by two LED's:

"ALARM” - lights on (red) at alarm detection and flasheécatingsystem failure
Alarm signaling is cancelled after entering themmaienu or re-arming the
system. Failure signaling is cancelled after elatiimg its cause.

“ARMED” - lights on (green) when the system is armed, dlasthen exit delay time
is counted down.

The causes of alarms or system failures can beedewpon entering main menu by
holding down OK button and next selecting Alarm Meynor Failure Check submenu.

ARMING & DISARMING OF ALARM SYSTEM.

Arming and disarming of alarm system may be donghancontrol panel keypad or
with the use of remote control transmitter. Disamgnof alarm instantly stops alarming
and silences alarm sirens.

1. Arming & disarming alarm using control panel keypad.

There are two possible methods of arming and disgrmsing the keypad depending
on the system "day/night” operation mode selectsme item 8.7 of the manual):

1. By entering user’s password followed by OK thistem will arm if in unarmed state
or disarm if in armed state (day/night mode in i®m not selected (N)).
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2. By entering user’s password followed by OK tlgetem allows a choice of one of
four supervision modes selected with “1”,72","3"*&eypad buttons (day/night mode
in item 8.7 selected (Y)), as described further:

“1 - disarm” - disarming the alarm — “disarmed” status appeardisplay. “active
24h” anti-tamper zones remain armed.

“2 -arm’ - arming the alarm. On end of the exit delay (algd acoustically and
optically with displayed time countdown on the L@Bnel), all alarm
zones are armed (*). “Armed” status appears onaljsp

“3 - day” - instant arming of the alarm in day supervisicoder The zones earlier
defined as “day armed” and the “active 24h” zoresaaimed (as in
item 3.1). The “day mode” message appears on gispla

“4 - night” - arming the alarm in the night supervision mdde.end of exit delay
(signaled both acoustically and optically) all alazones are armed (*),
except for earlier defined as ,night delayed” @#ém 3.1). The “night
armed” message appears on display.

(*) Permanently disabled zones are not armed incditlye above modes!

2. Arming & disarming alarm using remote control transmitter.

The CB32 control panel can be remotely operatedthsy use of Elmes keyfob

transmitters (e.g. UMB100H, DWB100H) in two wayesdribed below:

1. Remote control transmitter arming and disarming thesystem
In this mode, by pressing control button of singleannel transmitter (e.g.
UMB100H) learned to CB32 panel would produce alsingud beep(*) and exit
delay time is started. On end of the exit delay al@m system is armed. Next
pressing of the same control button would produeeloud beeps(*) and the system
will disarm. If an alarm occurred while in the amnstate of the system, five loud
beeps(*) would be produced on system disarming.
If the panel is to be remotely controlled by douldleannel transmitter (e.g.
DWB100H), then at learning the transmitter to tlemgd a second channel button
(red) should be used. This allows first channetdsu(green) to arm & disarm the
entire alarm system while the use of second chabuttbn (red) would arm the
system in the night supervision mode, as desciiibgd 1 above. The disarming of
the system is always done using any of the twahstt
NOTE! Using the first channel button at learning doutil@nnel transmitter to the
CB32 panel would make second button of the trarsmiitactive.
This remote control mode requires the “Remote agfdisarming” function set to
yes () (item 8.1 of service settings).

2. Remote control transmitter activating entry delay aly.
This mode is possible with earlier defined ,remdtdayed” zone type only (as in
item 3.1). Pressing transmitter button activateyedelay signaled by two loud
beeps(*) and the zone is disabled for as long a&sehtry delay time is set.
Disarming of the system is done by entering valasgword on the keypad.
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Violation of the ,remote delayed” zone and failuie disarm the control panel
during entry delay countdown will generate intrudtrm on end of the delay. This
remote control mode requires the “Remote ArmingdDisng” function set to no
(N) (item 8.1 of the service settings).
(*) Loud signal beeps can also be produced by an extsinen wired to OUT1 or by
wireless Elmes WSS siren when this option is setkess in pt. 8.9 of Service Settings.
Internal beeps would then be produced at much lewkeme level.

3. Arming the system with bypassing selected alarzones.

If, in the course of arming the system, one ofabees detects intrusion, the response of
the system depends on whether the zone was edelieed as “bypass” type (see item
3.1.h) and will be as described further:

If the status of the zone is “bypass” (Y) — thetegs prompts whether to arm the system
without arming the intruded zone and produces twig Ibeeps when arming was done
with the use of remote control. Acceptance with tise OK button or remote control
arms the system bypassing that zone. The use afthry button or no response cancels
arming procedure.

If the zone is not defined as “bypass” (N) — theatoal panel will display message
“Violated zone” with its name and the system widt mrm. In that case, the cause of the
security violation should be cleared and a new agraittempt be made.

SELECTED FUNCTIONS DESCRIPTION

Alarm detector monitor.

Elmes CB32 control panel allows testing the operatf all wireless detectors installed

in alarm zones by simultaneous display of theioffrgtatus. To activate that function

button “1” on the keypad must be pressed and hoWihduntil two 16 points lines scale

appear on the LCD panel. The displayed points ssmteall 32 wireless detectors that
can operate with the CB32 control panel. Any deteactivated in the system produces
“*” mark to be momentarily displayed on the LCD ptint position corresponding to

alarm zone number to which the detector was learfathper switch activation in the

detector produces mark “S” to be displayed in thereasponding zone point on the
scale. Exit from this function is made by next liogddown button “1” of keypad.

Anti-sabotage of protection of external devices.

Connecting TAMPER switches of external devices.(ptgpne dialer or siren) as shown
on the diagram of Fig.2 enables anti-sabotage gioteof these devices. Cutting off or
shorting of the tamper wire generates sabotagendlarone 32 of the control panel. If
the TAMP terminal is not used, it must be shortedhe GND terminal with 1kOhm
resistor (supplied). The TAMP input terminal may umed to connect any parametric
wired alarm detector to the CB32 control panel.

Operation with wired alarm detectors.

Two parametric zones of the CB32 control panelvadmnnection of any wired alarm
detectors with NC (normally closed) output termindhput EXT of the panel connects
wired detector to alarm zone 31 while input TAMPymze used to connect wired
detector to alarm zone 32. Detectors’ outputs wishould be parametric configured
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using resistors (supplied) with one end wired ®@&ND terminal, as shown on fig. 1 of
the manual. Wired detectors are recognized by Hmeelpthe same way as wireless
detectors. Alarms are detected in the zone typectwal by installer while sabotage
protection is supervised as 24h type zone, perntgnanmed. Parametric resistors
should be terminal connected inside wired detegtdrousing. Powering of wired

detectors is to be made from external AC/DC poweckpof the panel. To ensure
detector’s proper operation at AC power failurewpo pack with integral battery back
up may be optionally installed (buffered power pgack

IMPORTANT: Zones 31 and 32 of the CB32 panel atdiy set “disabled”. When
wired detector(s) are installed enabling procedumest be made with assigning new
zone type e.g. “day armed” (see pt. 3.1. of SerS8ieings) to the wired detectors.

Operation with external wireless siren & strobe.

The Elmes CB32 wireless panel can operate withcaéeti external wireless sound and
strobe siren Elmes WSS that features integral ¢eimsr module allowing periodical
siren presence test. The siren is powered by eadtenains power pack (delivered with
the siren) and includes sealed rechargeable badtergower backup. The following
steps are required to set the siren operate watiCB32 control panel;

1. Learn the siren to alarm zone line 29 of the CB32gb by selecting detector
learning mode (pt. 3.3) and activating the sirertrémsmit alarm signals in one of
the three ways, as below:

a. by connecting siren’s battery while mains powerpdyjs off,
b. by connecting or disconnecting mains power whilidng is connected,
c. by activating siren’s TAMPER switch with batterygbwer pack connected.

2. Set the required alarming time at OUT1 of thegd that equals to alarming time of
the wireless siren (pt. 6.4).

3. As described in pt. 6.5 of Service Settingsreguired time interval (1 to 99 minutes
— 20 minutes as standard) between which wireless giresence is tested and next,
enable radio link testing (pt. 8.3).

4. Choose the way alarm system warns that radiodetween wireless siren and the
control panel is faulty. If the system is expectedset on loud alarm along with
failure indication by LED, the function in pt. 8.1should be set to ON. If only
failure indication by LED is required then the ftina should be OFF (standard).

NOTICE! To avoid loud TAMPER alarm at maintenanegvice or installation when
siren’s case is to be opened, temporarily disallerazone line 29.

Alarm notification using GSM module or phone.

The CB32 control panel can operate with GSM phonenodulefor monitoring of an
intrusion alarm, arming, disarming or system falunotification. If an alarm occurs,
SMS messages are sent up to two phone numbers @itminformation of the alarm
source zone. Also, CLIP notification calls are mamthese phones. The SMS messages
are user editable and may contain codes requireshdmitoring. AC power failure and
restoration are also reported in the form of SMSsages. GSM phones accepting AT
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commands that may be used with the panel, e.g.e8ie1860, C65, C45, Sony Ericsson
T68, T230. Current list of accepted phones is atéél on website: www.elmes.pl

To connect GSM phone to the CB32 control paneledichted Elmes KB2 interface
cable is required. The cable may be optionally mddrom the seller is also used to
charge the GSM phone battery by the control panglen using ElImes GSM module
the cable is included with the module. With GSM ipquent connected to CB32 panel
external AC/DC 12VDC power pack with minimum 300roitput is necessary.

MAIN MENU

To access the main menu of the CB32 panel pressi@dddown OK button for more
than two seconds. You can navigate the menu ugrtgcal and horizontal cursor keys.
If the keypad is not used for more than two mindkes menu exits and display of the
current status of the control panel on the LCD pegterns.

ALARM MEMORY

In this menu the user can view details of the &atms: date, time and zone of the
alarm(s) source. The use &f ¥ buttons selects an earlier or later event resgedygti
and the use of» buttons changes the method of displaying the akounce — from
numeric to descriptive, e.g.: zone No«bkitchen.

FAILURE CHECK

This menu is designed to view the causes of tierés signaled on the control panel by
flashing the “ALARM” LED. Failures signaled on tlgentrol panel include:

= Control panel or wireless siren mains power failure

= Rechargeable battery absence or failure

= Communication errors with wireless detectorsiren

= Detector’s low battery with zone identification.

= Communication error with GSM phoe module.

The A V¥ buttons are used to scroll through signaled fadlure

The “ALARM” LED stops flashing when the cause oildiee is cleared.

SERVICE SETTINGS

Access to this menu is enabled only if the conpianiel is unarmed and upon entering a
valid password code confirmed by OK button. Facteeiting of the password for the

user No.1 is “,0000". Exit from the menu and cainglentries are made by the C

button. Users Nos. 1-4 (administrators) have actead functions whereas other users
may access functions 1-2 only. All editable sengettings available in this menu are

described further on.

1. Password Change.

IService settings~ [Password change

This menu allows changing user’s own password cBdeswords of other users can be
changed in the “Users” menu (see item 5). Aftereasing this menu “Enter password”

prompt appears. Enter the new password code camgaito 6 digits, and then press

OK. When the “Repeat password” prompt appearsy ¢héenew password code again
and press OK. The new password replaces old oneade of entering an existing or

incorrect password “Wrong password” message appears
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2. Event Memory.

IService settings- [Event memoiy

This menu allows viewing detailed information comieg last 256 events (alarms,
failures, arming, disarming, errors, etc.) thatwoed in the system. The event memory
cannot be edited, and allows only viewing the ewdsthails in the sequence of their
occurring. TheA ¥ buttons select an earlier or later event respelgtiwhile the <»
buttons change the method of displaying the alayoncg, e.g.: zone No. & kitchen,
user No. 3— John Smith, etc.

3. Alarm Zone Settings and Learning Wreless Detectors.

3.1. Zone type.
IService Settings~ [Zone settinds~ [Zone functioh

Elmes CB32 control panel allows alarm zones wite onmore additional functions set
on and off by in this menu. Tha ¥ buttons are used to select the zone number and the
<« » buttons to switch between displaying the zone remamd zone name, e.g.: zone
No. 1« kitchen. On accepting selection with OK button #&é& buttons are used to
select zone type function as in items a)....h) ab&umctions can be turned on (Y) or
off (N) with the OK button. The use of C buttoritexzone function selection.

a) “disabled” - disabled zone (permanently turnéjl o

b) “active 24h” - 24 hour zone, e.g. anti-sabotagee (permanently armed).

¢) “day armed” - zone armed in day supervision eyod

d) “night disabled” - zone disabled in night supsion mode,

e) “remote delayed” - zone with entry delay sebgmremote control,

f) “delayed” - entry zone with delayed alarming,

g) “chime type” - zone with door chime feature pding beep sound from
the keypad each time zone is violated,

h) “bypass” - this zone may be left disarmed iflated on system arming.

A standard zone is in supervision mode when theesyss “armed” or in “night armed”

mode and disarmed when the system is “disarmed’inor’day armed" mode.

IMPORTANT: Zones can have more than one functions selectgdsdme functions

exclude otherdln that case only one selection is valid, e.g.:

- if a zone is “disabled” all other settings havenneaning,

- if a zone is “active 24h”, then settings such aay‘déarmed”, “night delayed”,
“delayed”, and “bypass” have no meaning.

Examples of alarm zone type settings:

« Entry zone can be “remote disabled” i.e. after gigiemote control button entry
delay countdown is started. Security violation lwe zone during the countdown
will not generate the alarm immediately, but aftex countdown is finished. That
allows user enough time for safe disarming theesyst




« Entry zone can also be a delayed zone, i.e. wherzohe is violated, the entry
delay countdown starts and the system must bendéghibefore the countdown is
finished. If system is not disarmed an audibleralag is set on.

e The “chime type” zone which often is also a “deldiyer “remote delayed” zone,
generates two beeps sound signal on every violaifotne zone (e.g. informing
about an entry to the shop).

* A basement zone can be “day armed” but it canndabiive 24h” simultaneously.

« bypass” zone type allows arming the alarm whilgeimionally leaving a window
opened protected by CTX3H or CTX4H detector. Thepdss?” prompts and the
name of this zone will appear at arming. The OKdiutonfirms selection, and the
C button exits from arming.

3.2. Zone name.

IService settings- [Zone settings— [Zone name

This menu allows alarm zones used in the systemmate user defined 16-character
name, e.g.: kitchen, living room, office, Mark’s &, etc. Uppercase and lowercase
letters, digits and the following characters: space “-,./” are accepted.

Zone number selection is made with thé¥ buttons followed by OK button. Thd »
buttons select the successive letters of the nahike ihe A ¥ buttons browse the
character table. Accept the name with OK buttore Wike of C button cancels selection
and exits the menu.

3.3. Learning wireless detectors.

IService settings~ [Zone settinds— [Learning detectofs

In this menu use th& ¥ buttons to select zone number, and #® buttons to toggle
between displaying the zone number and zone name,zene 1— kitchen. The OK
button accepts all selections. If detector isaalselearned to selected zone, the “OK-
remove” prompt will appear. Pressing OK button widlete detector in the zone. If the
zone is vacant, the “OK-enter” will appear on th€D. Pressing OK button starts
learning detector to the zone. In response to fheaiting trans. 1" and “Awaiting
trans. 2" messages two successive alarm transmsssioust be trigger€t) from
detector. Correct learning will be followed by “OK-correct” essage. Errors are
signaled by 3 beeps and “Program error” messageush of C button exits the menu.

(*) For thePTX50 detector — by setting “Test” mode and hand movénoger the
lens. For theCTX3H and CTX4H — by moving magnet away from the reed relay side.
In case ofGBX1, transmissions learning the detector to receivpeapfor a while after
connecting battery. For detailed information reéeinstruction manuals of the devices.

3.4. Radio reception range test.

IService settings- [Zone settinds- |RF range tekst

To assess the level of radio reception of signateived from detectors, the most
distant detectors in particular, the CB32 pan@ravided with “RF range test” function
allowing the received signal levels to be displagadL6-point bar graph scale of LCD.

-9-



After entering this menu all RF signals in the 4284Hz radio band will be displayed
in form of bar graph. The detectors should be #igd to send alarm transmissions. The
longer the distance of the detector from the cdmiemel, or the greater difficulty in
radio waves propagation, the lower the level oeiead signals and the length of the
displayed bar graph. If the number of displayettifas lower than three it should be
assumed that this connection does not guarantébleelalarming. The location of
detectors or the control panel should be changseanch for better connection quality.
The “RF range test” function allows also assestingls of all local RF signals in the
433.92MHz band, also those that can interfere datlirth operation of the wireless
alarm system. The test should be carried out pagoermanent installation of alarm
devices or, in search for causes of short rangeatipa. To find out any interfering
signals, the LCD bar graph 16-point scale readaltsuld be observed without
activation of own detectors. Frequent or continuonknown RF signals received and
signaled on the control panel display indicate elgsesence of other RF devices
operating in the band. If level of these signalseexis three fields displayed in the “RF
range test” function and their occurrence is frequacceptable signals from detectors
may not be received and the alarm system maydfaiperate properly.

4. Outputs settings.

IService Settings~ [Outputs settings

In this menu, the intended use of wired outputthefcontrol panel can be defined. The
OUT1 output is designed exclusively for connectixgiernal signaling device and can
be sabotage protected (see item 8.4 of serviceg®it The use of the OUT 2-3 wired
outputs can be as follows:

“alarm” - for connection of outdoor/external alarm signgldevices, e.g.
external siren or/and strobe, with user programmaiiarming
time 0-999s (see item 6.4 in service settings)tsig output to
ground (GND) when the system is armed,

“AC power failure” - signaling AC power supply off by shorting the jpuit to ground
(GND),

“arming” - signaling arming of the system by shorting tlepat to ground
(GND) on system arming.

Example: if the “arm/disarm” signaling mode is selected at OUT 2 and the output
connected to powered external LED, lamp, etc. ilitswitch on the device for as long
as system is armed warning of the security systeimgbin supervision state. The
“arm/disarm” mode can also be used for remote control. For elgroperated with
Elmes ST100HGR controller it may control openinggahg of window rollers.

Signaling mode at OUT 2-3 outputs is set by acogsshhe menu, selecting output
number and type of signaling with tieV¥ buttons and accepting with OK button.

5. System Users - adding, editing and removing a e1s

IService Settings- [System Usefs
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Elmes CB32 control panel allows up to 16 systemsjsach with own password code,
name and remote control. After accessing this maami selecting a user with a given
number using thekh ¥ buttons, the user’s status will appear on the lpane

“Active” - user with password and/or a remote cohtrthe user can arm and
disarm the system.
“Not active” - user without password nor remote tcoh - the user cannot

arm/disarm the system.
The <« » buttons toggle between displaying the user numhdruser name, e.g.: user
No.3 < John Smith. After selecting a user followed by fi¢her edition can be made.

5.1. Setting and edition of user password.

IService Settings- [System Usefs- |Password
Please follow detailed instructions in “Passworcd@e” (item 1 in Main Menu).

5.2. Setting and edition of user name.

IService Settings- [System Usefs- [Namé
Please follow detailed instructions in “Zone narfiggm 3.2 of Service Settings)

5.3. Learning and deleting of user remote control.

IService Settings~ [System Usefs> [Remote
Please follow detailed instructions in “Learnindedgors” (item 3.3 of Service Settings)

Adding a user, select first inactive user number (1-16) and thgaui password (3 to 6
digits) or learn remote control transmitter.

Editing a user, follow procedure$.1 through 5.3 above.

Removing a user delete its remote control transmitter in menu “Reeh@bove and
remove its password double pressing OK button inunf®assword” above. On ,0OK-
remove pass.” prompt press again OK button — “Rassoved” message will appear.
NOTE: Users 1-4 are system administrators with accesdl fanctions, whereas other
users — have access only to Service Settings anwxti and 2.

6. Times settings.

6.1. System date/time setting.

IService Settings~ [Times settinds— [System date/time

Accessing this menu the user is allowed to sestistem date and time. The ¥ and
<> buttons set the current date and time and theofiske OK button accepts the
selection. The use of the C button exits the menu.

6.2. Entry delay (0..99s).

IService Settings~ [Times settinds— [Entry delaly

This menu allows setting the alarm activation d€layseconds: 0 to 99) needed to enter
the premises and disarm the alarm entering passvaatel on the keypad. Two digits on

the right side of the display specify the curremtrgdelay in seconds. The required time
is set with the use of cursor buttons and accepittdthe OK button.
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6.3. Exit delay (0..99s)

IService Settings~ [Times settinds— [Exit delay

This menu allows setting time delay needed to gad&lt premises (in seconds: 0-99)
after security system has been armed from the keypao digits on the right side of
the display specify the current exit delay in sefsoriThe required time is set with the
use of cursor buttons and is accepted with the Qiob.

6.4 Alarm duration at outputs 1 to 3 (0..999s).

IService Settings~ [Times settinds— |Alarm duration OUT]L

This menu allows setting alarm duration (in secord$o 999) on outputs OUT1..3.
Three digits on the right side of the display spethe current alarm duration in
seconds of selected output. The required timetig/ile the use of cursor buttons and is
accepted with the OK button. The alarm duratio®tfT1 and of the built-in siren are
the same.

NOTE: If alarm is generated three times in the same zttheezone will be disabled
until the system is disarmed/armed again.

6.5 Wireless siren periodical check-up time inteé(¥a99 minutes).

IService Settings~ [Times settinds- WSS siren checkup interyal

This menu allows setting time interval between enes checkup of Elmes WSS
wireless siren (in minutes: 1 to 99) as standatdos@0 minutes. The required interval
time is set with the use of cursor buttons and gteckby OK button.

7. Alarm notification & monitoring by GSM phone or module.
This menu defines alarms notified by GSM phonenoduleconnected to CB32 panel.

7.1 SMS centre phone number.

IService Settings> |(GSM monitoring— [SMS Centre Phohe

This menu is used to enter the phone number ofGB& operator's SMS centre,
preceded by country code without “+” mark in froatg. the following phone number
should be entered for Plus GSM operator in Polat8801000310

7.2 First phone number.

IService Settings- |(GSM monitoring— [Phone [l

This menu allows entering the first phone numbewlich SMS and CLIP* calls will
be directed. The phone number must be precededbytry code without the “+”
mark. Example: for France it is: 33XXXXXXXXX.

7.3 _Second phone number.

IService Settings~ |GSM monitorind— [Phone P
This menu allows entering the second phone nuntbeshich SMS and CLIP calls will
be directed.

7.4 Phone number to which alarm test CLIP callswaade.
[Service Settings- [GSM monitoring— Test CLIP phorje
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This menu is used to enter the GSM phone numbataofn monitoring centre that will

receive cyclic test CLIP calls from CB32 controhph Remote testing of the panel may

be done in the two following ways:

« GSM monitoring centre calls to CB32 panel and thk is rejected by the panel
after 3-4 seconds (“Test CLIP” in item 7.8 set #6F0)),

* as above, but after rejecting test call the pagbrts its presence by a CLIP call to
the monitoring centre. Additionally, the panel mskeyclic calls to monitoring
centre with time intervals defined in item 7.5 (ST€LIP” in item 7.8 set to ON).

7.5 Setting time interval of test CLIP calls.

IService Settings» |[GSM monitorind— [Test CLIP [min]]

This menu is used to set time interval (in minutEfsthe cyclic test CLIP call made by
GSM phone connected to the CB32 control panel. Makivalue is 999 minutes. To
activate this function, Test CLIP in item 7.8 mhstset ON.

7.6. Defining GSM phone type.

IService Settings~ |[GSM monitoring— [Phone tyge
This menu is used to define GSM phone type to dapewvith CB32 panel. Current list
of phones operating with the panel may be verifiethanufacturer’s web site.

Phone symbol displayed in menu: Phone model tosbd:u
.SIE C45” SIEMENS C45
~SIE C60” SIEMENS C60
~SE T68" SONY ERICSSON T68, T230
,Elmes GSM” Elmes GSM Module

Depending on selected phone an appropriate KB2edalérface must be used. The
cable interface is optionally available from protiseller or may be user made
according to schematic diagram available at manufacs web sitewww.elmes.pl

7.7 Defining SMS message incident notification eois — ID Codes.

IService Settings- |(GSM monitoring— [SMS contents

This menu is used to define the contents of teagy{i0) of SMS messages (ID Codes)
used for notification of incidents that occur irethystem, e.g. alarms (intruder, panic,
sabotage, fire), system arming, day arming, nighiirzg and disarming, also AC power
failure and restoration. Each ID Code consistsmyf fmur ASCII characters except for
lower case letters. In order to impose the conpahel to send ID Code messages
instead of standard messages, e.g. “Intruder alkitchen”, the{ ID Code to phong¢ 1
and/or] ID Code to phone 2 functions of item 7.8&the set to ON.

7.8 Other GSM Settings.

IService Settings> |[GSM monitorind— [Other GSM settings»
— |Alarm SMS to phone|1 - if set to Y sends alarm SNESssage to phone 1,
— |Arm/disarm SMS to phone 1 - if set Y sends arnakdisSMS message to phone 1,
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AC failure SMS to phond 1 - if set to Y sends Afilre SMS message to phone 1,
Alarm SMS to phone|2 - if set to Y sends alarm SKktSsage to phone 2,
Arm/disarm SMS to phone 2 - if set Y sends arnafilisSMS message to phone 2,
AC failure SMS to phong| 2 - if set to Y sends Afiiure SMS message to phone 2,
Alarm CLIP to phone|l - if set to Y makes alarmlElcall to phone 1,

Alarm CLIP to phone|2 - if set to Y makes alarmlElcall to phone 2,

Test CLIP - if set to Y makes Test CLIP call toopk defined in item 7.4,

ID Codes to phond 1 - if set to Y sends SMS messmghone 1 containing ID Code
defined as in item 7.7 including alarm source zomeber, e.g. “#001 31" meaning:
“Incident code #001 occurred in zone 31"

— [ID Codes to phond 2 — as above, to phone 2.

(*) Eng.: Calling Line Identification Presentation.

TEEEEER

8. Auxiliary functions settings.

This menu contains auxiliary functions and optiamailable in the CB32 control panel.
The use of OK button toggles between setting fonotin (Y) and setting off (N).

8.1 Arming & disarming alarm with remote control.

IService Settings~ |Aux functions— |[Remote Arming/Disarming

Setting this function to yes (Y) enables each systeser with programmed remote
control (see: System Users), to arm and disarmsifstem using remote control
transmitter. With the function set to on, it idigbossible to arm and disarm the alarm
system by entering a password code on the keypetting the function to no (N)
causes that the use of remote control transmittBvades the “entry delay” only, in
.remote delayed” type zones (see item 3.1.e).

8.2 Radio jamming protection.

IService Settings~ |Other functions— [Jamming protectign

This function allows radio jamming anti-sabotagetection of wireless alarm system.
If selected (Y), will activate sabotage alarm imed0 (must not be disabled!) on all
detected deliberate or incidental jamming in thedusdio band.

8.3 Radio link test.

IService Settings~ |Aux functions— [Radio link tegt

Setting this function to (Y) enables monitoring tbe detector presence. Radio link
transmissions are sent at regular intervals fronealers (except for CTX3H) and
expected by the CB32 control panel. If, for anysoeg radio link transmission from a
detector is not received by the control panel @orger than 24 hours, the link failure
will be indicated by flashing “ALARM” LED.

8.4 Anti-sabotage protection test of the alarm oulgo 1.

IService Settings~ [Other functiorls— [Outl Test
The OUT1 output, which is by default used for cariimgy an outdoor/external signaling
device, is provided with anti-sabotage (Tamper)tqotion against cutting off or
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shorting to ground. After accessing this menu th&r @an turn this protection on or off.
Damage - cutting off or shorting of wires connegtirthis output with the
outdoor/external signaling device - is signaledshlgotage alarm in zone 32.

8.5 Internal siren alarming.

IService Settings~ |Other functionjs— |Internal sireh

This option allows setting on/off alarm signaling the control panel internal siren
build under the keypad. It is recommended to tufrthee alarming when deliberately
opening the panel cabinet or, the CB32 panel ojpgrat a wired system environment.

8.6 AKU failure signaling.

IService Settings~ |Other functions— [AKU failure signaling
This option allows setting on/off of internal bajtdailure signaling, recommended to
be set to off (N) when rechargeable batteriesateised.

8.7 Activating selection of day & night arming made

IService Settings~ [Other functiorls— [Day/night mode

Activating the function (Y) will display additionahenu on LCD allowing selection of
specific supervision modes confirmed by password toe OK button. There are 4
modes available: 1 - disarmed, 2 - armed, 3 — day,night (see: “Arming/disarming
alarm system”). With the function set off (N), thgstem can be armed and disarmed by
password code followed by OK button. Day or nigimiaag modes cannot be selected.
NOTICE! Using two channel remote control, with first buttaeed at learning the
transmitter to the control panel, the transmittempletely arms/disarms the system.
When second button of two channel transmitter vezslat learning, its use will toggle
between day and night arming modes.

8.8 Panic alarm (call for help) function.

IService Settings~ |Other functions— [Panic alarm

Setting this function on (Y) allows panic alarm fegers equipped with remote control.
The alarm is activated when remote button is preéselonger than 2 seconds. Panic
alarm lasts for as long as the alarming time saherOUT1. The event is registered as
panic alarm with user name. With GSM phone conrkce appropriate SMS message
is sent. Setting the alarm OFF is done by entesipgissword on the keypad or by the
use of remote control if “Remote arming/disarmirfigriction (item 8.1) is selected.

8.9 Beep signals on external siren.

IService Settings~ |Other functions— [External bedp
This option allows setting on/off beep signaling e external siren when remote
control transmitter is used arm/disarm the system.

8.10 Beep signals on internal siren.

IService Settings~ [Other functiorls— [Keypad bedp
This option allows setting on/off of all beep siing on panel's keypadbiren except
for alarm signaling that can also be set on/offi@scribed in item 8.5.
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8.11 Entry delay countdown beep on panel’s intesitah.

IService Settings~ |Other functionjs— [Entry delay beep
This option allows setting on/off entry delay bestgnals orpanel’s sirenin addition to
countdown notification on the LCD of the controhea

8.12 Radio link with wireless siren failure alarm.

IService Settings~ [Other functiorls— WSS Siren checkup error algrm

Setting this function to yes (Y) allows loud alaatong with LED Alarm naotification on
siren radio link checkup test failure. As standtre function is set to no (N) and the
failure is signaled by LED Alarm only. Failure Chemenu will display “Radio link
error” and name of zone 29 (if specified).

8.13 Limit of alarms to three in single alarm zone.

IService Settings~ [Other functiorls— [Alarms limit to 3

This function limits number of alarms in one zoodlree and is factory set to on (Y).
Alarms count is reset on every arming or disarmohghe system. When the limit is
selected to off (N) alarms are generated on evistyrtbance detected in the alarm zone.

8.14 Selection of menu language: Polish/English.

IService Settings~ [Other functiorls— [Angielski/English

This function allows selection of panel’'s menu laage as English (Y) or Polish (N).
NOTICE! Change of menu language is also made whtorp 1 of the keypad is kept
pressed down while connecting power supply to Hresp

8.15. Selection of LCD panel permanent backlight.

IService Settings~ [Other Functiojs» [Permanent Backlight

Setting this function to yes () selects permaritklight of LCD panel. As standard
the function is set to no (N), meaning the LCD pasebacklit upon any key on the
keypad is pressed and setting off within 40 secafdisst key pressed.

RESETTING PASSWORD CODE OF USER 1

If a valid password code is lost, the default fagtoode “0000” of user No 1 can be

restored in the following way:

1. Open the panel's cabinet (sabotage alarm may qcdisgonnect AC power and
remove batteries.

2. With a wire short circuit two RESET points (in thpper left corner of board).

3. Connect power supply or insert batteries and npghdRESET points.

Password of the user 1 will be reset to “0000” ant-sabotage zone 32 of the OUT1

output will be set to off. All other settings malolethe user will remain unchanged.

DESIGNING WIRELESS ALARM SYSTEM

Designing and installation of alarm system with BElenes CB32 control panel should
begin with careful planning of detectors, contr@npl and outdoor siren place of
installation arrangement. To ensure satisfactooygetion of secured premises a variety
of detectors may be needed. Elmes PTX50 wireles®mdetector and Elmes CTX3H
or CTX4H wireless magnet contact detectors shoaléhbtalled in each protected room
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with window. Additionally, EImes GBX1 wireless gkasbreak detector could be
installed for protection of windows breakage inrpiges and shops. Depending on
needs one or two wired detectors can be connectgahtametric EXT and TAMP
inputs of the panel. The panel will also operatehviRP501 four channel long range
transmitter offering one to four wired detectiorputs to be monitored remotely.
Learning the RP501 transmitter to the CB32 comianiel by activation of input fourth
will learn all four RP transmitter’s inputs to foadjacent alarm zones of the panel.
Activating input four of the RP501 while learnirttettransmitter to zone 20 of the panel
will assign four RP inputs to alarm zones no 17, 18 and 20. When installing
detectors and RP501 transmitter respective ingbruchanuals must be followed.

It is highly recommended that before permanentalfsion of detectors or control
panel operating range tests should be undertakeartfirm reliable communication of
the devices with the CB32 panel. The RF range d#istvs evaluation of operation
range of wireless devices. This function availablé&ervice Settings menu (item 3.4)
and may also be helpful in detecting any interfgriadio signals. If signals received by
the control panel are weak, there may be a neeeldcate installation places of some
detectors or the control panel. In extreme cades, iecommended that Elmes TRX
transceiver (repeater) be used to ensure propemooination in the alarm system.
Installation place of detectors is determined ifdlially. Access to the control panel
should meet specific needs of protected premiseg sunot recommended to place the
panel next to the door or in place easily accessiést suggested way of disarming the
alarm system is to activate entry delay from o@<d the premises with the use of a
remote control transmitter. It allows safe opertimg entrance door, accessing the panel
keypad and disarming the system with password cbide.entry delay programmed by
an installer or user should allow convenient actes$ke control panel keypad.

The CB32 control panel may also be installed it@lauch as bedroom or study room,
allowing complete elimination of the entry/exit dgltime. In that case, arming and
disarming of the alarm system from the outsidehef premises can be made with the
use of a remote control only. It will be audiblgisaled by sirens or optically by LED or
a lamp connected to an output configured to arrdisgfming signaling.

The panel features also the option of arming alagstem in the night mode with
selected rooms excluded from supervision (e.g.dmds, upper floor), as well as the
day mode in which only the selected rooms (e.glacebasement, garage) are
supervised. Arming entire alarm system, or in ridgy modes is done with the use of
the CB32 panel keypad. Arming entire system omagrm the night mode only is also
possible with the use of system keyfob transm(ti&o channel transmitter required e.g.
DWB100H). All options and functions of alarm systalesigned with CB32 control
panel are user selected and set in the Service@ethenu of the panel.

POWER SUPPLY SOLUTIONS

To ensure proper operation the CB32 control pagglires external 230VAC/12VDC
unregulated power supply pack with current outpunging from 150mA (panel alone)
to 300mA (panel, GSM phone and optional wired detsg.

Initial powering of the panel starts with screwingDC output wires of the power pack
to +/- terminals of the panel. Plugging the packA® outlet lits the LCD panel and
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displays software version followed by initial dg@ay month), time (hour: minute:
seconds:) and status: “disarmed”. Flashing “ALARNMED signals batteries absence.
Two AA size NiMH type rechargeable batteries coblel installed now observing
correct polarity (+/-) marked in their compartmerigter initial charging “ALARM”
LED stops flashing.

CAUTION! UseAA sizeNiMH typerechargeable batteriesonly with recommende
capacity of 1800 to 2500mAh. The use of other tNéviH batteries with AC powe
supply pack connected (battery chargiisgot permitted and may cause damage.

The use of batteries with lower capacity than reo@mded could not guarantee 72
hours of emergency operation. After initial 25-3@uts of panel operation (batteries
first charging) the power pack should be discoremicand the batteries discharged by
powering the panel from the batteries only. Disgkdrbatteries will be recognized by
the LCD panel cease to display any message. Thep@wr pack should be mains
plugged again to restore panel operation and rgehé#ne batteries. This forming
operation will allow maximum capacity of the baitbast

Operating in wired alarm environment with systerkugp battery EImes CB32 control
panel may be powered from 12-14 VDC system linéagm. The wired system backup
battery acts as emergency power supply to entinemaincluding the CB32 panel. It is
then recommended to set off alarming on the intesina@n of the panel (see item 8.5).

NOTICE! Manufacturer supplies control panel with zone XITEand zone 32 TAMP
disabled. The anti-sabotage function of output OUKT $et to off allowing connection
of external siren and power supply to the CB32 pasithout activating sabotage alarm.
After making system connections, inserting thedsats and closing the panel cabinet,
the anti-sabotage protection function in zone 3fukhbe enabled.

ALARM SYSTEM WITH ELMES CB32 CONTROL PANEL

Designed alarm system may be less or more comm@prrdling on individual needs.
Simplest alarm may consist of only few detectord #re control panel with internal
siren for audible signaling, while complex alarnstgyn would have a range of detectors
in addition to internal and external signaling @ea and GSM phone notification.

The diagram presented on the next page shows anpéxaf a complex alarm system
with the use of Elmes PTX50 wireless motion detest&lmes CTX3H and Elmes
CTX4H magnet contact (open & close signaling fumt}idetectors, GBX glass break
detector, EImes UBM100H remote control for actingtentry delay and panic alarm,
wired external siren, phone dialer or GSM phone Bhdes CB32 control panel. The
system should be power supplied from a dedicatdfibdead power pack with integral
battery backup. Other advisory examples of alasnfigurations based on Elmes CB32
wireless control panel are presented on Fig.1 ép@ F

Wiring of external equipment such as sirens, AC @osupply or phone dialer to the
CB32 control panel terminals, should be made thnolagge installation whole and a
cable groove in the bottom part of the cabinet. gésted installation of the control
panel is in vertical position, e.g. on the wallthé height of approx. 1.20 to 1.40m,
allowing convenient entering keypad commands. Tdwefiguration procedure for an
exemplary alarm system described further assumasthie user will use a remote
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control to activate the entry delay. It is recomnohexh to make basic settings, learn
detectors and carry out the first tests on workshbte before permanent installation in
the rooms. Following are some basic essential dtepe taken at first wireless alarm
system configuration setting:

1

2

o o

Unpack the CB32 control panditst connect AC/DC power pacland then insert
rechargeable batteries observing polarity (+/-)kedrinside the panel cabinet.
Enter Service Settings menu by pressing and holdimgn OK button (initial
password: 0000), and input current date and tirhes(ft). Enter new password (pt.
5.1), the name of the first user and learn remotgrol transmitter to the user.
Unpack wireless detectors: Elmes PTX50 (motion)X@H or CTX4H magnet
contacts (opening/closing) and GBX1 (glass bregisfall batteries and configure
according to the included manuals and requiremehthie alarm system. Install
wired siren or learn dedicated EImes WSS outdoogless siren to CB32 panel.
Learn detectors to alarm zones of the panel (ite3h &nd test their operation with
the “Monitor of Alarm Detectors” function of the GR control panel (see page 5).
Set the zone with the entry detector as a ,remelayegd” zone (item 3.1.e of S.S.).
Set the entry delay time (item 6.2) according tiviidual requirements.

-19 -



0
Phone Dialer
or GSM Phon

tional

N

p

PTX, CTX, GBX
Elmes detectors

The above steps allow first workshop tests of thiestructed alarm system. The CB32
panel’s internal siren will audibly signal all atas and arming/disarming commands.
After initial testing the control panel and detastoould be installed in selected places,
while checking for the level of the radio signatxeived from each detector by the
control panel (“RF range test”- item 3.4 of S.®}her person help may be needed to
activate detectors while the signal level readautswatched and evaluated.

To enable the anti-sabotage protection againsthietg the control panel from wall, the
square piece of the backside plastic over the Taswiéch should be removed.

With the system installed and tested in basic goméition, other devices such as an
outdoor siren/strobe device, phone dialer or a G8Mne can be added. Also, some
other functions of the CB32 panel such as anti-sajgoof the OUT1 output (item 8.4),
disable signaling on the internal siren (item &b}he RF link test between detectors
and the control panel, can be defined and set. M&sws with names (item 5) can be

added as well as names of alarm zones can be d¢fiam 3.2).
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WIRING DIAGRAMS

In a sample installation in Fig. 8n external wired siren, phone dialer, GSM phoree an
a buffered power pack (Z1) ensuring operation ef sistem at AC power failure are
used. The power pack supplies power to control Ipaxéernal siren and phone dialer.
The GSM phone is powered and data fed by optioadicated KB2 cable connected to
white GSM socket on the panel pc board. The extesinen should be connected to
OUT1 alarm output. OUT 2 output signals the armisdfiined status while OUT 3 —

failure of 230VAC mains power. All three outputsyrze connected to a phone dialer.

Figure 1. Sample installation diagram of a basic afm system.
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Figure 2. Sample diagram of alarm installation wih a buffered power pack.
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SPECIFICATION

= superheterodyne receiver 433.92 MHz, sensitivityelbehan -102dBm,

= supports up to 32 Elmes wireless detectors defasealarm zones,

= supports two wired detectors connected to input$ BXd TEMP,

= supports up to 16 named users (inclusive of 4 adiritiors),

= interface to a GSM phone (SMS/CLIP notificationy@gting AT commands,
= non-volatile EEPROM memory of last 256 events,

= polymer fuse protected outputs OUT1-3 with up toclifrent draw,

= internal siren/buzzer with alarm sound level - 92dB40cm distance),

= external unregulated AC/DC power pack with 9-15VDEDmA to 300mA output,
= backup power with two AA rechargeable batteriesmto 2500mAh each,

= upto 72 hours autonomy operation with two 1800médhargeable batteries,
= external dimensions (without antenna): 110/122/32midth/height/thick),

= indoor use only with temperatures range from 046 4C.

Manufacturer: Elmes Electronic, 54-611 Wroctaw-PL, Ibn Siny Avicy 2,
Phone: +48717845961, Fax +48717845963, e-mail: s@etmes.pl
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the EN 301 489-1 electromagnetic compatibility d&md and the EN

Elmes Electronic declares that the product has be#esigned and
< < manufactured to comply with the EN 60950-1 elecsadety standard,
300 220-3 radio standard.

LIMITED WARRANTY

The manufacturer of this product warrants the adgpurchaser that for a period of 24-monthg as
from the date of purchase, the product shall be @fedefects in materials and workmanship| in
normal use. During the warranty period, the martufac shall, at its option, repair or replace gny
defective product upon return of the product to thanufacturer, at no charge for labor gnd
materials. The defective product must be delivacethe point of purchase in a clean condition
and at buyer’s own expense, along with this guasanith the date of purchase confirmed belgw,
and a short description of the failure. The cosflismantling and installing the device is covered
by the user. The warranty does not cover battexies damage arising from improper use|or
handling, unauthorized adjustments, alterationsrapélirs.

The use of WEEE symbol indicates that this produoat not be treated as household
waste. By ensuring this product is disposed of emily you will protect the
environment. For more detailed information aboet tecycling of this product, please
contact your local authority, your household wabgposal service provider or the shop
where you purchased the product.

Copyright: Elmes Electronic — all rights reserved.

-23 -



